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I. Introduction:

Computerized bulletin boards and networks are among the fastest growing sectors in personal computers and communications. In fact, they represent what many have called the information superhighway of the future. The amount of information which can travel through networks and bulletin board systems ("BBS's") can be staggering in both speed and quantity. This is especially true because modem communications are constantly increasing in speed, and data transfers can occur faster than a computer can process them. Not surprisingly, the ever increasing speed is expected to expand the customer base of people who use BBSs and other future interactive media.

BBSs provide open forums, which allow users to exchange ideas, messages, data and programming. But, the exchange of data and programming exposes users to the risk of obtaining virus-contaminated material. Computer viruses are programs, hidden from the user, which infect both the boot sector of computer disks and the fixed and floppy drives. Generally, they have the ability to replicate themselves on the disks of a computer and usually gain entry into computers by attaching themselves onto other programs. The result of an infection by a computer virus ranges from annoying messages to actual destruction of data on disk drives. Currently, there are over 2,000 viruses in existence, many of them variants of one another.

Computer viruses are referred to as "rogue programming" because they are unwanted programs which cause a multitude of effects on computers. Rogue programming can be divided into several categories: computer viruses, worms, trojan horses, and time bombs. Worms are programs that spread in communications networks from computer to computer and consume valuable computer time. Sometimes purposely used to monitor computer systems, worms are self-contained programs that try to hide themselves. Trojan horses are programs which are disguised as other programs but do not perform according to the program description. While these programs can cause destruction to files, they differ from viruses in that they neither replicate themselves, nor hide themselves within other programs. Time bombs are usually found in features or subroutines contained within application programs. The "bombs" are designed to disable the application program, or upon the occurrence of an event such as a specific date or an amount of computer usage, act like a computer virus. Time bombs are frequently placed inside the programs by the programmer himself, and may be used to enforce licensing agreements which are meant to limit use to a certain amount of time.

The different types of rogue programming can also incorporate features of one another, and thus, blur their distinctions. For example, a virus can act like a time bomb and execute its programming on a certain date, while at the same time replicating itself on other computer systems. Some of the more noted rogue programs have been the IBM Christmas Card, the Michelangelo Virus (a time bomb type virus), the Internet Worm, and the Brain Virus. The damage and cost caused by these rogue programs can be substantial. For example, the Internet Worm infected nearly 60,000 computers and used valuable computer time.

To combat the damaging effects of rogue programming, the computer industry has responded with anti-virus programs which are designed to prevent, detect, and clean systems. Despite these preventive measures, rogue programming continues to create questions concerning the legal duty to prevent the spread of viruses, and the civil liability which should be imposed on BBSs which fail to meet the minimum requirements of prevention.

BBSs are diverse in description, accessibility, and cost. While some BBSs charge hourly or monthly rates for access, and also charge additional hourly rates for access to data and software services, others offer access for free or sell individual programs for a fee. As a result of the different types of BBSs, either the Uniform Commercial Code ("U.C.C.") or tort law is applied to determine the liability of BBS operators. Although some courts have treated the sale of software as a service, and thus, have applied tort liability, others have treated these transactions as the sale of goods and subjected them to the warranties provided in the U.C.C.

II. Applying U.C.C. Article 2 to Liability of Spreading Rogue Programming to BBSs:

The U.C.C. provides buyers of goods with specific rights and remedies based on the warranty of goods under Article 2. In some instances where software is being licensed and not sold, courts have looked beyond the contract to the transaction and found that there may be a sale of goods based on the licensing arrangement alone.
warranties and remedies in U.C.C. Article 2 are important to BBS operators because they provide the limits of liability for those who sell software as a good.

A contract for the sale of goods is required under the U.C.C. Thus, liability under the U.C.C. can be found where BBSs specifically sell programs and data, and possibly where additional “fees” are charged to users who access the file and data areas for downloading. Therefore, a sale may occur when a user pays for access to download programs and data. Specifically, the sale takes place as the bits are transferred to the downloader’s computer. Additionally, contract formation occurs when users sign or acknowledge an agreement of terms which discloses the nature of the relationship between the parties, and the fees or costs being charged.

An inherent liability problem arises because most major BBSs do not charge a fee for each program, but rather for access time to download the programs. This could be analogized to the purchase of steak by the pound, where the seller is liable for the whole cow. In this context, the user is paying for the program by size according to the length of download time. U.C.C. Article 2 warranties are most likely to apply to those BBSs that act as distributors for software manufacturers. Tort law liability, however, should apply to BBSs that are free or charge flat fees per month.

The warranty provisions of the U.C.C. may arise both during and after the transfer of rogue programming. These warranties and their limitations are set forth under § 2-313, express warranties, § 2-314, implied warranties of merchantability, and § 2-315, implied warranties of fitness. U.C.C. § 2-313 provides for express warranties by affirmation, description, or sample, and can be applied to almost all BBS file transactions which fall under the U.C.C., because almost every file which can be downloaded has a rudimentary description of its contents and a descriptive file name. U.C.C. § 2-313 (1) provides for express warranties where (a) an “affirmation of fact or promise made by the seller to the buyer which relates to the goods and becomes part of the basis of the bargain creates an express warranty that the goods shall conform to the affirmation or promise.” Subsection (1)(b) provides that the description of the goods that is part of the bargain creates an express warranty that the goods will conform to that description. Subsection (2) specifically states that while formal words such as “warranty” or “guarantee” are not necessary to create an express warranty, a statement of the seller’s opinion does not create a warranty.

Section 2-313 is applicable in cases in which the BBS claims to have virus free files. This warranty can also apply when trojan horses are “sold” accidentally. Section 2-313 also makes the BBS operator liable for the statements made about rogue programming and the actual content of the files where contamination by trojan horses occurs. For example, the trojan horse file would not be the file for which the user paid and, therefore, would not comport with the description of the requested file. The BBS operator can avoid making express warranties by checking the program for rogue programming and letting the buyer know of the methods through which it was done. Furthermore, the BBS operator can set forth the limitations of the specific methods used to check for the rogue programming, and can avoid liability by actually running the programs to make sure they are not trojan horses.

As with all warranties, the seller may be liable for incidental damages and for making any statements which become part of the bargain. Therefore, it may be expensive for BBS operators to provide express warranties that cover actual content. These warranties can be waived, however, through express language stating that no express warranties are given in respect to the content of files.

Another avenue of liability under the U.C.C. is that of implied warranties of merchantability. Section 2-314 (1) provides that:

Unless excluded or modified (Section 2-316), a warranty that goods shall be merchantable is implied in a contract for their sale if the seller is a merchant with respect to goods of that kind. Also, § 2-314 provides under subsection (2) “Goods to be merchantable must be at least such as (a) pass without objection in the trade under contract description, and ... (c) are fit for the ordinary purposes for which such goods are used; and ... (f) conform to the promises or affirmations of fact made on the container or label if any.

Implied warranties of merchantability are especially troublesome for BBSs because they set minimum standards with respect to the quality of goods provided. Thus, the standard practices of some BBSs may be implied to all BBSs, subjecting them to a minimum standard for inspecting for rogue programming. For example, BBSs may be required to use the latest version of virus checking software as well as updated virus definition files. BBSs can avoid liability, however, by excluding implied warranties under U.C.C. § 2-314 (1) when following U.C.C. § 2-316 Exclusions or Modification of Warranties. U.C.C. § 2-316(2) provides (subject to subsection (3)) that to exclude the warranty of merchantability the language must mention merchantability. Subsection (3)(a) further allows waiver of implied warranties through language such as "as is" or "other language which in common understanding calls the buyer's attention to the exclusion of warranties.

Therefore, for BBSs to avoid implied warranties under U.C.C. § 2-314, they must make or display waivers of those warranties. This becomes apparent under U.C.C. § 2-314(3) which provides that, "unless excluded or modified (under Section 2-316) other implied warranties may arise..."
from course of dealing or usage of trade." Course of dealing and usage of trade are not defined in the context of BBSs and are subject to rapid change caused by the evolving nature of BBSs. But, BBSs also can avoid this type of liability by offering explicit generalized waivers of warranties or providing files on an "as is" basis.

The U.C.C. also provides for implied warranties of fitness for a particular purpose. Under § 2-315 the seller must have reason to know any particular purpose for which goods are being bought and the buyer must rely on the seller's judgment in providing the proper goods. This type of warranty could apply where a user downloads files with a specific description and the program turns out to be a trojan horse. The BBS could then be found to have breached the warranty of merchantability. With other implied warranties, however, this can be avoided with express language. If warranties are explicitly waived with clear language, the BBS, as a seller, can avoid most of the liability created under U.C.C. warranties. Used effectively, the BBS can provide files with little worry about the content if the waivers of warranties are properly worded. Nevertheless, BBSs may not be able to avoid all liability relating to the spread of rogue programming if tort law is applied.

III. Civil Liability for Rogue Programming Under Tort Law:

Tort law, particularly negligence and strict product liability, can provide significant liability problems for BBS operators. Unfortunately, tort liability is not as easily avoided as is liability arising under U.C.C. warranties. Negligence consists of four specific parts: 1) a duty to the user; 2) a breach of that duty; 3) the breach was the cause of a loss; and 4) the breach was the proximate cause of that loss. In the context of BBSs and rogue programming, these specific requirements are best defined as: 1) the BBS operator has a legal duty to use certain measures to prevent the transmission of rogue programming; 2) the BBS operator failed to use some or all of those measures; thus breaching his/her duty; 3) the BBS operator's failure to use those measures "caused" transmission of the dangerous code to the claimant's system and "proximately caused" damage to the claimant or the claimant's system; and 4) that damages occurred.

The duty of the BBS operator to prevent rogue programming may vary depending on whether the BBS is free or whether the operator charges a fee for use. This duty arises simply with the knowledge that rogue programming exists and that there are measures to avoid it. Moreover, although the required precautions employed to avoid the transmission of rogue programming are not clearly defined, a certain minimum duty of care still exists.

Breaches of this minimum duty to prevent rogue programming may occur at any time and can result in negligence if the other requirements of the tort are present. Because updates for virus signatures are available for a relatively low price, and the procedures employed by the BBS for preventing rogue programming are mostly automated, there are few excuses for not taking proper precautions.

A BBS operator can meet the minimum standard of care by performing three steps: 1) checking the files for infection through the use of readily available virus checking software; 2) checking the files for trojan horses prior to allowing them to be available for download; and 3) notifying the users that files may contain rogue programming that is undetectable using current methods and, therefore, frequent back-ups of their systems should be performed to minimize loss. These precautions cause minimal intrusion into the operation of a BBS and, with the exception of checking for trojan horses, are currently employed by many BBSs.

Causation may be more difficult for the user to prove than breach of duty because there is always the possibility that the user may have had his system contaminated through means other than downloading contaminated software from a BBS. For instance, contamination may occur by using a floppy disk from another computer which is infected by a virus or worm, or through software purchased at a retail store which contains rogue programming. Proof of causation by BBS users, however, may be made by showing the actual intrusion route of the rogue programming by tracing through the back-up of the computer system and finding the entry point of the virus. If it can be shown the rogue programming entered through the BBS, causation will be proven.

Once causation is proven, the next element required to prove negligence is proximate cause. Proximate cause exists when the breach is the actual cause of the resulting damage to the computer system. For example, when a BBS fails to scan files for viruses, the file is downloaded, and the file ultimately damages the user's computer system, proximate cause is established.

BBSs may also be subject to strict products liability of which there are three different types of liability: warning defects, manufacturing defects, and design defects. Specifically, warning defects apply to BBSs because of the potential dangers of rogue programming present in downloaded files. Strict product liability in tort presents two related problems. First, is the transaction between the BBSs and users a sale or service? Second, how does product liability apply if the courts are inconsistent when characterizing the transaction? The Restatement (Second) of Torts sets forth the requirements of strict product liability:

(1) One who sells any product in a defective condition unreasonably dangerous to the user or consumer or to his property is
subject to liability for physical harm thereby caused to the ultimate user or consumer, or to his property if (a) the seller is engaged in the business of selling such a product, and (b) it is expected to and does reach the user or consumer without substantial change in the condition in which it is sold. (2) The rule stated in (1) applies although (a) the seller has exercised all possible care in the preparation and sale of his product, and (b) the user or consumer has not bought the product from or entered into any contractual relation with the seller. 65

Under Section A, a product is defective if "at the time it leaves the seller's hands [it is] in a condition not contemplated by the ultimate consumer, [and] which will be unreasonably dangerous to him." 66 The danger is that the user's downloaded software may contain a rogue program capable of destroying the users' disk drive files. Strict liability could protect the user where he reasonably believed that the BBS had taken sufficient measures to prevent the spread of rogue programming. Thus, the test is one of reasonableness. Therefore, the BBS must use reasonable methods, not every available method, to eliminate rogue programs.

BBSs can avoid imposition of strict liability by warning the users of the potential presence of rogue programming. Comment j of §A provides that a dangerous product may become safe to use if adequate warnings are provided. 67 Specifically, a BBS can provide this warning in the system identification tag that is usually placed in a downloaded file. 68 Also, products liability insurance may be available to BBS operators, but sufficient coverage could be costly because the files can transfer to many users quickly.

The BBSs themselves may be able to limit tort liability by placing some of the risk of damage onto the users. This could be done by express disclaimers about the dangers of downloading files. 69 Also, BBSs could argue that users assumed the risk because, BBSs commonly cause the spread of rogue programs, and the measures to limit the damage from rogue programs is as readily available to users as it is to BBSs. 70

IV. Policy Issues Involved in the Liability of Rogue Programming:

Even though BBSs can take measures to limit their U.C.C. or tort liability, should liability nevertheless be imposed upon them? The criminal aspects regarding the purposeful spread of rogue programming have been addressed in many states, as well as by the federal government. 71 Consequently, many legislatures have found that purposeful transmission of rogue programming is harmful to society and should be criminalized. 72 The rationale supporting criminality is that society wants to be protected from the spread of rogue programming, and accordingly, BBSs must take responsibility for its prevention.

Arguably, placing responsibility on BBSs for transmission of rogue programming imposes a burden on them. 73 The precautions against rogue programming, however, are inexpensive, generally not time consuming, 74 and can be automated by the BBS operating programs themselves. Thus, the burden is not significant enough to allow BBSs to avoid their responsibility. Moreover, most major BBSs have adopted policies through which the spread of rogue programming is limited. These BBSs usually use the latest version of virus definition files, and thoroughly run the programs to ensure that they do not contain trojan horses. 75 This could set a minimum standard of care in the industry because a significant portion of BBS users access the large BBS services. Nevertheless, many of the BBSs operate at little or no profit. Thus, placing extreme burdens on them may have the effect of eliminating them from the marketplace. Small BBSs that operate for free may only have to scan the files with a recent version of virus definition files. Those BBSs which are larger and profit-oriented may have the responsibility to scan and thoroughly evaluate all software that is uploaded to it. Therefore, the minimum standard of care must be measured in accordance with the size and profit of the BBSs.

Under the tort assumption of risk theory, users may also have the responsibility to scan the files themselves and minimize the damage which can occur. 76 Software to scan for viruses is easily available to users for a relatively low price. Furthermore, users can also take responsibility for limiting the damage from rogue programming by creating regular back ups to their systems. The caveat is that users often do not keep their virus checking software up to date. Also, new viruses may not have been discovered at the time virus definition files are released.

Some authors have suggested the imposition of strict liability upon BBSs. 77 This could include placing adequate technological barriers to invasions of computer networks and/or to carry sufficient insurance to cover whatever losses may occur. 78 This type of legislation, however, may be problematic. For example, what amount of insurance would be sufficient? How expensive will these technological barriers be? Who will bear these increased costs? Most likely, the user will end up paying the increased costs, possibly resulting in decreased access. Thus, legislative initiatives to impose liability would be unwise in this area because Congressional or state action could impede the free flow of access to information on BBSs and increase operating costs substantially. Moreover, the BBS industry has taken measures to preserve its own good will by attempting to limit the spread of rogue programming. 79 Generally, the computer industry has been characterized as an electronic
playground for computer novices, the openness of which has helped expand the computer and related industries through legitimate experimentation. Legislation, if not carefully and narrowly drawn, could stifle the BBS industry.

V. Conclusion:

U.C.C. and tort liability can be effectively eliminated or reduced through BBS waiver notices, thus unfairly shifting much of the responsibility for damage done by rogue programs to users. Consequently, liability should be left to the industry practices, because there is some standard of care which should be applied to the largest BBSs, as well as the smaller ones. Nevertheless, BBSs themselves need to define that standard of care. This duty represents a small burden on BBS operators and provides a substantial amount of protection to the users of those systems. Thus, the duty of BBS operators should in no way impede the growth of this industry, but rather help it to expand as the public gains confidence that adequate measures have been taken to prevent the spread of rogue programming.
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